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This policy is intended to create and maintain a secure environment for acceptance and processing  
of payment (“credit/debit”) card information at the University of St. Thomas  (“University” or “St. 
Thomas”) .  The University of St. Thomas is committed to mai ntaining a secure environment for the 
acceptance and processing of payment card transactions. The following guidelines have been 
established in accordance with the Payment Card Industry Data Security Standards (“PCI DSS”), as 
well as other applicable laws,  regulations, and/or contractual agreements.  

SECTION II. SCOPE AND APPLICABILITY  

This policy governs all entities that store, process, or transmit cardholder data (CHD) and/or 
sensitive authentication data (SAD) or could impact the security of the cardhold er data environment 
(CDE). This includes all entities involved in payment card account processing — including 
merchants, processors, acquirers, issuers, and other service providers  on behalf of the University. 
Every employee, regardless of status as studen t, contract,  regular, FTE, volunteer , or other, is 
responsible for adhering to these guidelines. All departments handling payment card data must also 
comply with the PCI DSS . 

SECTION III. DEFINITIONS   

When used in this policy, the following terms have the following meanings:  

a. Acquirer – Also referred to as “acquiring bank,” or “acquiring financial institution.”  Entity 
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